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Problem:
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How many CIMOMs are present? 
What are their addresses?

What connectors?
Which namespaces?

Certificates?
Base Platform?



Possible solutions:
• How can a CIM Client determine the 

existence, location, and 
characteristics of a networked 
resource?
– You have to type it in

• Quite inconvenient

– Discovering the services
• The server
• Its capabilities
• Managed functionality



Solutions..
• SLP is just one step – the goal is to 

discover services. Other protocols 
could be used in the future:
– Jini (Sun Microsystem)
– UPnP (Microsoft)
– DNS SVR records
– LDAP
– Microsoft CIFS Browsing protocol



What does it look like?
• What kind of information can be gathered?

– Service type, access points and attributes:

– Information that can be discovered and 
implemented is based on SLP template.

– Everything discoverable will be part of the CIM 
Classes

• Possible future discovery implementation can query 
for the same information/share. 

service:cim.pegaus://localhost:5988;AuthenticationM
echanismSupported=Digest;Namespace=root/cimv2



SLP Template (SLP specific)
service-hi-name=string O

; This string is used as a name of the CIM service for human 
; interfaces.
; Example: "(service-hi-name=Blip subsystem CIMOM)"
; See draft-guttman-svrloc-serviceid-01.txt

service-hi-description=string O
; This string is used as a description of the CIM service for
; human interfaces.  
; Example: "(service-hi-description=The Blip subsystem is
;   managed by a Blip-Version-0.92 CIMOM.")

service-location-tcp=string M
; The location of all services offered by the CIM Server
; over TCP transport. This attribute must provide sufficient addressing
; information that the CIMServer can be addressed directly using only
; this attribute.
; Example: (service-location-tcp=http://example.com:38294)



More of template (CIMOM specific)
CommunicationMechanism = string L M

"Unknown", "Other", "cim-xml"
# The communication mechanism (protocol) used by the CIM Object 
#Manager. This is derived from instances of the Interop Schema CIM 
# Class CIM_CommunicationMechanism. It has the M flag because 
#there may be multiple instances representing  multiple 
#Communication Mechanisms defined for the target CIM Server.

OtherCommunicationMechanismDescription = String L O
# The other communication mechanism defined for the CIM Server in 
# the case the "Other" value is received in the 
#CommunicationMechanism string. 

AuthenticationMechanismSupported = String L
"Unknown", "None", "Other", "Basic", "Digest"

# Defines the authentication mechanism supported by the CIM Object 
#Manager



And more ..

• Template is changing. 

Namespace= string L M
# Namespace(s) supported on the CIM Object Manager.
# Derived from the Interop Schema CIM_Namespaces.name property 
# which has an instance for each namespace supported by the CIM 
Object Manager.
FunctionalProfilesSupported = string L M 
"Unknown", "Other", "Basic Read", "Basic Write", 
"Schema Manipulation", "Instance Manipulation", 
"Association Traversal", "Query Execution", 
"Qualifier Declaration", "Indications" 
# FunctionalProfilesSupported defines the CIM Operation profiles 
#supported by the  CIM Object Manager. This attribute MUST be 
#derived from the Interop Schema.
# CIM_CommunicationMechansim.FunctionalProfilesSupported
#property. 

… and more …



Clients



How do I detect CIMOMs?
• PEP #89, work in progress:
CIMServerDiscovery disco(DHCP); // contact a well known directory 
agent

Array<CIMServerDescription> connections = disco.lookup();

for (Uint32 i = 0, n = connections.size(); i < n; i++)
{

CIMClient client;
...
String host(connections[i].getValue("host"));
Uint32 port(connections[i].getValue("port"));
client.connect(host, port);
...
String nameSpace(connections[i].getValue("namespace"));
...

}



SLP Internals
• Protocol provides basic service 

information with no pre-
configuration:
– Service Type (CIM), Service ID
– Service access points (protocol/ports)
– Service attributes (namespaces, 

credentials)
– LDAP searchable syntax “(&(Name

Space=root/cimv2)(NameSpace=root
/Sample))”



Definition of SLP terms
• User Agent

– Application “queries” for services over the 
network.

• Service Agent
– Service “publishes” service advertisement -

type and attributes and more.

• Directory Agents
– Cache service advertisement

• Service discovery works even in the 
absence of DAs.



Directory Agent?
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Service Request: service:cim.pegasus

Service Registration: 
service:cim.pegasus:\\192.168.2.34:4891;
namespace=pegasus,ibm.eserver

Service Registration: 

service:cimom.dmtf:\\192.168.2.3:58710 
namespace=standard,pegasus,HP, 
authorization=Digest

DADA

Service Reply: 
service:cim.pegasus:\\192.168.2.34:4891;n
amespace=standard,pegasus,ibm.eserver

service:cim.pegasus:\\192.168.2.3:58710;n
amespace=standard,pegasus,HP, 
authorization=Digest
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Pros? 
• Scalable

– DAs can be support “scopes” to set 
boundaries

– Mesh-enhanced DAs (DA’s are peer-to-peer 
systems that exchange information's about 
SA)

– Exclusion List Extension – client can 
suppress responses from services it knows.

• Digital signatures for SLP messages to 
verify authenticity. 

• PEP #89, work in progress:



Future
• PEP #30, work in progress

– SLP code will be moved in a Provider 
(its currently in the CIMOM server 
code) and expanded.

• Will collect information from repository –
therefore more attributes can be served.

• This allows the SLP information to be 
viewed as any provider – through any 
CIM/XML clients.

• Support for SLP Attribute Extension
• Support for LDAP filters


